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ICBC Mobile Payment Service — Security Advice
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In your own interest, please be vigilant in the safe keeping of your
mobile(s). It 1s strongly recommended to set up and use the phone unlock
passcode. Besides, in order to minimize the possible loss of mobile/ NFC
device pick-pocketing, you should log out mobile banking and/or turn off
the NFC function whenever no contactless mobile payment transaction 1s
needed.
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You should never knowingly or in any circumstances activate and use the
ICBC Mobile Payment Service in a Smartphone which has been
jailbroken or rooted or installed with fake and/or unauthorized
applications.
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For the security and interest of the cardholders, please be noted that you
are highly recommended to install the ICBC Mobile Payment Service to
the one most frequently used smartphone only.
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The loss of the Smartphone with ICBC Mobile Payment Service shall be
deemed as the loss of a credit card. Please immediately call our 24-hour
Lost Card Reporting Hotline: (852) 218 95588 to report the loss/ theft of a
mobile payment card. In your own interest, please be vigilant in the safe
keeping of your mobile(s). It is strongly recommended to set up and use
the phone unlock passcode.



