
附件1
代理行反洗钱查询电文（英文版）

Attn: Compliance Officer / Legal Department

RE: Questionnaire on Anti-Money Laundering and Know Your Customer

With a view to complying with the latest requirements of the People’s Bank of China (PBOC) and keeping abreast of international anti-money laundering practice, we need to update ourselves with our correspondent bank information to satisfy the principle of “Know Your Customer”. To achieve this, we would like to seek your assistance in completing the following questionnaire and return to us within 15 days upon receiving this message by your institution.

A. General Information
1. Please indicate full name of your institution.
2. Please indicate the date and registered address and business location of your institution.
3. What are the major business activities of your institution?
4. Please confirm that your institution is not a shell company. (A shell bank is defined as a bank incorporated in a jurisdiction in which it has no physical presence and which is unaffiliated with a regulated financial group)
5. Please provide your list of Standard Settlement Instruction.
6. Please provide names and website addresses of all regulatory bodies, including banking commission and stock exchange, that you are under supervision.
7. Please provide name, telephone number and e-mail address of contact person responsible for financial institution relationship
8. Please provide name, telephone number and e-mail address of contact person responsible for anti-money laundering compliance
9. Please provide the total asset scale
10. Does your good bank are funded or controlled by the central government or
11. Does your good bank are funded or controlled by the local government

B.	General AML Policies, Practices and Procedures
1. Is your institution subject to laws designed to combat money laundering in your home country?
2. Does your AML compliance program correspond to FATF standard and require approval of the your institution’s Board or a senior committee thereof?
3. Does your institution have a legal and regulatory compliance program that includes a designated Compliance officer that is responsible for coordinating and overseeing the AML program on a day-to-day basis, which has been approved by senior management of the your institution?
4. Has your institution developed written policies documenting the processes that you have in place to prevent, detect and report suspicious transactions that has been approved by senior management?
5. In addition to inspections by the government supervisors/regulators, does your institution client have an internal audit function or other independent third party that assesses AML policies and practices on a regular basis?
6. Does your institution have a policy prohibiting accounts/relationships with shell banks? (A shell bank is defined as a bank incorporated in a jurisdiction in which it has no physical presence and which is unaffiliated with a regulated financial group)
7. Does your institution have policies covering relationships with politically exposed persons (PEP), or in connection with a PEP, consistent with industry best practices?
8. Does your institution have appropriate record retention procedures pursuant to applicable law?
9. Does your institution require that its AML policies and practices be applied to all branches and subsidiaries of the your institution both in the home country and in locations outside of the home country?

C.	Risk Assessment
1. Does your institution have a risk focused assessment of its customer base and transactions of its customers?
2. Does your institution determine the appropriate level of enhanced due diligence necessary for those categories of customers and transactions that your institution has reason to believe pose a heightened risk of illicit activities at or through your institution?

D. 	Know Your Customer, Due Diligence and Enhanced Due Diligence
1. Has your institution implemented systems for the identification of its customers, including customer information in the case of recorded transactions, account opening, etc. (for example; name, nationality, street address, telephone number, occupation, age/ date of birth, number and type of valid official identification, as well as the name of the country/state that issued it)?
2. Does your institution have a requirement to collect information regarding its customers’ business activities?
3. Does your institution collect information and assess your institution customers’ AML policies or practices?
4. Does your institution have procedures to establish a record for each customer noting their respective identification documents and Know Your Customer Information collected at account opening?
5. Does your institution take steps to understand the normal and expected transactions of its customers based on its risk assessment of its customers?

E. 	Reportable Transactions and Prevention and Detection of Transactions with Illegally Obtained Funds
1. Does your institution have policies or practices for the identification and reporting of transactions that are required to be reported to the authorities?
2. Does your institution have procedures to identify transactions structured to avoid large cash reporting requirements?
3. Does your institution screen transactions for customers or transactions your institution deems to be of significantly high risk (which may include persons, entities or countries that are contained on lists issued by government/international bodies) that special attention to such customers or transactions is necessary prior to completing any such transactions?
4. Does your institution have policies to reasonably ensure that they will not conduct transactions with or on behalf of shell banks through any of its accounts or products? (A shell bank is defined as a bank incorporated in a jurisdiction in which it has no physical presence and which is unaffiliated with a regulated financial group)
5. Does your institution have policies to reasonably ensure that you only operate with correspondent banks that possess licenses to operate in their countries of origin?


F.	Transaction Monitoring
1.  Does your institution have a monitoring program for suspicious or unusual activity that covers funds transfers and monetary instruments (such as travelers checks, money orders, etc.)?

G.	AML Training
1. Does your institution provide AML training to relevant employees that includes identification and reporting of transactions that must be reported to government authorities, examples of different forms of money laundering involving your institution ‘s products and services and internal policies to prevent money laundering?
2. Does your institution retain records of its training sessions including attendance records and relevant training materials used?
3. Does your institution have policies to communicate new AML related laws or changes to existing AML related policies or practices to relevant employees?
4. Does your institution employ agents to carry out some of the functions of your institution and if so does your institution provide AML training to relevant agents that includes identification and reporting of transactions that must be reported to government authorities, examples of different forms of money laundering involving your institution products and services and internal policies to prevent money laundering?

H. Correspondent Banking Relationship
1. Have any of your correspondent banks originated from certain jurisdictions such as Non-Cooperative Countries and Territories, Countries sanctioned by United Nations and/or any regulatory bodies etc.?
2. Has your institution established any procedures regarding the ongoing monitoring of activities conducted through such correspondent accounts?

I. Management and Composition of Shareholders
1. Please provide a current list of directors of your broad and confirm if there is any change in the senior management level of your institution in the past six months.
2.  Please provide us the names of any shareholder who holds 10 percentage or more stakes of your institution (if all are below 10%, please name the top two shareholders). If the shareholder is a non-individual but is not the company listed on a recognized stock exchange or subsidiary of such listed company or the state-owned enterprise, please provide the ultimate beneficial owner of such shareholder who is an individual. Please also provide their main activities.



Please reply to us to the attention of Financial Institutions Department by authenticated swift message or by email or mail:
Email: limz@cmbcn.icbc.com.cn；lishuang@cmbcn.icbc.com.cn
Address: Chinese Mercantile Bank, Financial Institutions Department, 30F，Tower A，NEO Building，Futian District，Shenzhen，PRC
[bookmark: _GoBack]
Should you have any questions please contact by email or by Telephone:0755-23825612；0755-23825681
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